
Microsoft 365 Security Assessments
A review of your business’s security risks

When did you last conduct a security review? Are you aware of the 
basic security requirements? Do you use Secure Score to gain insights 
into security? Security is becoming an increasingly important factor 
for any business that is already working entirely digitally or is on its way 
there. At the same time, levels of complexity and risks increase when 
everything is connected. This makes it more important than ever 
before to have an integrated approach to security. 

Microsoft 365 Security Assessment Advanced helps you to understand 
the risks and needs of your business when it comes to work on security 
relating to Microsoft’s product portfolio. The investigation gives you a 
snapshot of the IT environment linked to Microsoft 365 and the current 
risks so that you can rectify them in a structured and secure way and 
work more proactively in the future.

Advanced

✓ Start-up meeting

✓ Questionnaire

✓ Interview

✓ Base technical assessment

✓ Shadow IT

✓ Windows Security

✓ Attack simulator

✓ Tools to discover weaknesses

✓ Security status summary

✓ Presentation of report and roadmap

Essential

✓ Start-up meeting

✓ Questionnaire

✓ Base technical assessment

✓ Security status summary

✓ Presentation of report and roadmap

Essential vs Advanced Assessment

We offer an Essential security assessment and 
an Advanced assessment. In both assessments 
we review your business’s base security, while in 
Microsoft 365 Security Assessment Advanced, 
we conduct a far more comprehensive 
examination. 

The topics that we assess in the Base 
assessment: General Tenant security, Identity 
protection, Email protection, Information 
governance, Teams' security, Device 
management, Remote access security and 
Secure Score.

Outcomes

 A clear report that describes your business’s risks and security needs

 A picture of how we can help you boost your work on security

 Insight to advanced security components in Microsoft 365

 Recommendations and time with our security experts
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